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WiFi koHTponnep Cisco AIR-

OnucaHune

Ha paHHbIA TOBap Bo3MoO>kHa rapaHTua NAG-NBD
(Next Business Day), yc/oBus U LLeHY YTOYHANUTE Yy
MeHep>Kepa

CornacHo nHgopmauum

npousBoauTens

, HA LaHHbIX YCTPOUCTBAX UCTEKaeT CPOK AeUCTBUA
cepTudmMkKaTa aBTopM3aLumM ToO4YEK gocTtyna.

Onsa o6bxopa npobnembl, Heo6xoaumMo: nubo
KOppeKTUpoBaTh aaTy, IM60 NnpuHyauTEenbHO
no6aBnATL paspelleHne Ha KaXkKAylo TO4Ky gocTtyna
KOMaHOoMn

(WLC)>config ap lifetime-check {mic|ssc} enable

KoHTponnepsl 6ecnposonHoro goctyna Cisco Aironet
AIR-WLC4402-50-K9 oTBeyvaloT 3a Takme pyHKLUN
6ecnpoBOAHON CETU, KaK MPUMEHEHME NONNTUK
6e3onacHoCcTK, NpefoTBpaLleHne aTak, ynpaBnieHue
panvo 3curpom, obecnevyeHre KadyecTBa 06CyXBaHUA
(QoS) n mobunbHoCcTb. KoHTponnepsl paboTatoT
COBMECTHO C "obneryeHHbIMN" TOYKaMu goctyna v
cuctemon ynpasneHus Cisco Wireless Control System
(WCS) ons nogoepXKnm KpUTu4eCcKm-BarKHbIX
NpuaoXXeHun. Takue NpuioxKeHns BkoYaloT B cebs
roJI0COBbIE CEPBUCHI, Mepenavy AaHHbIX U OTCNeXnBaHne
MeCcTonosioXKeHne 06bekToB. KOHTpoepsbl
6ecnpoBoaHoro goctyna AIR-WLC4402-50-K9 ot Cisco
npenocTaBnsaloT HanbonbLne BO3MOXHOCTU MO
ynpaBieHuto, MaclwTabnpyemocTu n obecnevyeHuto
6e3o0nacHOCTM AN MOCTPoeHns 6eCnpoBOHbIX CeTeNn
LleHTpasibHbIX 0PUCOB U pnnasnos.

KonTponnepsl Cisco Aironet cemenctea 4400 series AIR-WLC4402-12-K9, AIR-WLC4402-25-K9 n AAIR-WLC4402-50-K9 n
AIR-WLC4404-100-K9 nognepxusatoT go 12, 25, 50 nnm 100 Toyek JOCTyna COOTBETCTBEHHO. JaHHOoe cemencTBo WiFi
KOHTPOJIJIEPOB ABSETCA 3DPEKTUBHBLIM PELLEHNEM MO COOTHOLLEHMIO LieHa - Ka4yecTBO A1 opraHu3aumm 6ecnopoBoLHON

CeTV 0p1COB Y NPeanpuUATUIA CpefHero pasmMepa.

WLC4402-50-K9
AIR-WLC4402-50-K9

MNMonopep>xka pe3epBHbIX 6JI0KOB NMUTaHUs KOHTposepoB Cisco Aironet cemeincTBa 4400 no3BoseT 3HAYUTENBHO


https://shop.nag.ru/article/extended_warranty
https://www.cisco.com/c/en/us/support/docs/field-notices/639/fn63942.html
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MOBbLICUTb HAAEXXHOCTb 1 obecneymnBaeT 6€30TKa3HOCTb BeCcnpoBoO4HON CeTN.

KniouyeBble ocobeHHocTu cepum Cisco Aironet

06|.uupHa;| 30Ha NOKPbITUA. PagnotexHnka n aHTeHHbl Cisco cneumanbHo paspaboTaHbl ons obecnevyeHus

MaKCMaJIbHO HageXXHOoro nokKpbITUA.

MpousBoauUTENbLHOCTL. [IByXAnana3oHHas paanoCcBs3b BbICOKON MOLHOCTU obecneynBaeT rubKoCTb, MOLLHOCTb U
NPOV3BOANTENbLHOCTE A8 006CY>XXMBaHWA LUIMPOKOr0 CrekTpa MOBUbHBIX MPUIOXKEHWA, B TOM YUce Ans
rocTeBOro AOCTyna 1 nepefaym rosoca no 6ecnpoBogHON NOKaNbHOM CETW.

BesonacHocTb. To4ku foctyna Cisco N3BECTHbI CBOMMU TUTYJIOBAHHBLIMU peann3aunsiMn CTaH4apTU3NPOBaAHHbIX U
paclwmpeHHbIX pewleHnn B obnactn obecneyeHns 6esonacHoCcTu.

MacwTabupyemocTb. TO4KM JOCTymna MoryT paboTaTb camocToATeNbHO, obecrneynBas 6a30Boe NOKPLITHE U
OCHOBHble MOBUbHLIE cepBUCHI, MO0 C KOHTpoJIIepaMmn 6ecnpoBoAHbIX JlIoKasbHbIX ceTen Cisco ana 6onee
CJIOXKHbIX MPUNOXKEHU 1 LLIEHTPAIN30BAHHOI0 yNpaB/ieHUsa rpynmnon ToYek focTyna.

MmbkocTb. Pa3nnyHblie Mogenu To4ek foCcTyna MoryT 6biTb NpefiHa3HaYeHbl He TOJIbKO A1 0h1COB C KOBPOBLIM
MOKPLITUEM, HO 1 SIBAAIOTCSH ONTMMasibHbIM BbIGOPOM /1S 3aBOLOB, CK/AZl0B M TOProBbIX MJjoLLanen.

TexHn4YecKue XxapakKTepucTUKu:

Monaep>kka 6ecnpoBoAHbIX CTaHAAPTOB:

I'Io,u,uep>KKa NMPOBOAHbIX CTaHAAPTOB!:

Moppep>xka cTaHOapToOB 6e3onacHoCTu:

Moponep>xka cTaHOapToB 06paboTKN OaHHbIX:

IEEE 802.11a, 802.11b, 802.11g, 802.11d, 802.11h,
802.11n

IEEE 802.3 10BASE-T, IEEE 802.3u 100BASE-TX
specification, IEEE 802.1Q VLAN tagging, and IEEE 802.1D
Spanning Tree Protocol

* RFC 768 UDP

« RFC 791 IP

e RFC 792 ICMP

e RFC 793 TCP

* RFC 826 ARP

e RFC 1122 Requirements for Internet Hosts
* RFC 1519 CIDR

RFC 1542 BOOTP

RFC 2131 DHCP

* WPA

e |IEEE 802.11i (WPA2, RSN)

¢ RFC 1321 MD5 Message-Digest Algorithm

e RFC 1851 The ESP Triple DES Transform

* RFC 2104 HMAC: Keyed Hashing for Message
Authentication

e RFC 2246 TLS Protocol Version 1.0

e RFC 2401 Security Architecture for the Internet Protocol
e RFC 2403 HMAC-MD5-96 within ESP and AH

e RFC 2404 HMAC-SHA-1-96 within ESP and AH

e RFC 2405 ESP DES-CBC Cipher Algorithm with Explicit IV
e RFC 2406 IPsec

e RFC 2407 Interpretation for ISAKMP

e RFC 2408 ISAKMP

e RFC 2409 IKE

e RFC 2451 ESP CBC-Mode Cipher Algorithms

* RFC 3280 Internet X.509 PKI Certificate and CRL Profile
¢ RFC 3602 The AES-CBC Cipher Algorithm and Its Use

with IPsec
e RFC RARA llcina AFS Cniintar Mnda with IPcar FQP
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Mopfeprkka NPOTOKOIOB ayTEHTU(MKaLNN:

Mopfep)KKa CTaHAAPTOB yNpaBiAeHUs:

Mopaep>xka nHTepdencod ynpasieHns:

NHTepdencol n UHANKaTOPbI:
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* WEP and TKIP-MIC: RC4 40, 104 and 128 bits (both static
and shared keys)

e SSL and TLS: RC4 128-bit and RSA 1024- and 2048-bit

e AES: CCM, CCMP

e |IPSec: DES-CBC, 3DES, AES-CBC

e |EEE 802.1X

* RFC 2548 Microsoft Vendor-Specific RADIUS Attributes
* RFC 2716 PPP EAP-TLS

* RFC 2865 RADIUS Authentication

* RFC 2866 RADIUS Accounting

* RFC 2867 RADIUS Tunnel Accounting

* RFC 2869 RADIUS Extensions

* RFC 3576 Dynamic Authorization Extensions to RADIUS
* RFC 3579 RADIUS Support for EAP

* RFC 3580 IEEE 802.1X RADIUS Guidelines

* RFC 3748 Extensible Authentication Protocol

* Web-based authentication

e SNMP v1, v2c, v3

¢ RFC 854 Telnet

¢ RFC 1155 Management Information for TCP/IP-Based
Internets

* RFC 1156 MIB

* RFC 1157 SNMP

e RFC 1213 SNMP MIB II

e RFC 1350 TFTP

¢ RFC 1643 Ethernet MIB

e RFC 2030 SNTP

¢ RFC 2616 HTTP

e RFC 2665 Ethernet-Like Interface types MIB

¢ RFC 2674 Definitions of Managed Objects for Bridges
with Traffic Classes, Multicast Filtering, and Virtual LAN
Extensions

e RFC 2819 RMON MIB

¢ RFC 2863 Interfaces Group MIB

¢ RFC 3164 Syslog

¢ RFC 3414 User-Based Security Model (USM) for SNMPv3
¢ RFC 3418 MIB for SNMP

¢ RFC 3636 Definitions of Managed Objects for IEEE 802.3
MAUs

 Cisco private MIBs

* Web-based: HTTP/HTTPS
¢ Command-line interface: Telnet, SSH, serial port

e Uplink: 2 (4402) or 4 (4404) 1000Base-X transceiver
slots

* LED indicators: link, activity

* Service Port: 10/100 Mbps Ethernet (RJ45)

* LED indicators: link, activity

e Utility Port: 10/100/1000 Mbps Ethernet (RJ45)

* LED indicators: link, activity

* Expansion Slots: 1 (4402) or 2 (4404)

e Console Port: RS232 (DB-9 male. DTE interface)
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dusnyeckme xapaKTepUCTUKN:

MexxLyHapoaHble cepTUnKaThbl:
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e Other Indicators: Status, Alarm, Power Supply 1, Power
Supply 2

e Dimensions (WxDxH): 17.45 x 15.75 x 1.75 in. (443 x
400 x 44.5 mm)

e Weight: 15.3 Ibs (6.95 kg) with 2 power supplies

* Temperature:

e Operating: 32 to 104°F (0 to 40°C)

e Storage: -13 to 158°F (-25 to 70°C)

e Humidity:

¢ Operating humidity: 10 95%, non-condensing

e Storage humidity: up to 95%

e Input power: 100 240 VAC; 50/60 Hz; 0.43 A at 110 VAC,
0.23 A at 220 VAC; 50W. Redundant power option
available.

e Heat Dissipation: 171 BTU/hour

¢ CE Mark

* Safety:

* UL 60950-1:2003

* EN 60950:2000

e EMI and susceptibility (Class A):

e U.S.: FCC Part 15.107 and 15.109
e Canada: ICES-003

e Japan: VCCI

e Europe: EN 55022, EN 55024

OpraHusauusa WiFi cetu ¢ ucnonbsoBaHueMm KoHtposanepa AIR-WLC4402-50-K9

MHoroypoBHeBas cucteMa 3awuThl B 6ecnpoBogHon cetu Cisco Aironet

Undpopmauusa pnsa 3akasa

Part Number
AIR-WLC4402-12-K9
AIR-WLC4402-25-K9
AIR-WLC4402-50-K9
AIR-WLC4404-100-K9

AIR-PWR-4400-AC=

Obwwme
PoE
MopTos LAN

YAN4YHbIA KOpMyC

Description

4400 Series WLAN Controller for up to 12 Cisco access points
4400 Series WLAN Controller for up to 25 Cisco access points
4400 Series WLAN Controller for up to 50 Cisco access points
4400 Series WLAN Controller for up to 100 Cisco access points

4400 Series WLAN Controller AC Power Supply (redundant)

802.3af
2
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TemnepaTypa okpy»xatoLlen cpenbl paboyas, °C o1 0 no 40
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